
9th Level, B-Wing, Delhi Secretariat, New Delhi-110002 

Madam/Sir, 

F.No.: E-17/4/2022/Dir (DeGS)/CD:042708395/6? 2S- 7o59 
All ACSs/Pr. Secretaries/Secretaries/HoDs/All Local Bodies/ 
Boards/Commissions, Govt. of NCT of Delhi 
Subject: CERT-In Guidelines and Cyber awareness. 

S.No 
1 

May kindly refer to the following advisory/Guidelines issued by Indian Computer 
Emergency Response Team (CERT-In), Ministry of Electronics and Information 
Technology (MeitY), Government of India: 

2 

3 

Encl: A/a 

4 

Government of NCT of Delhi 

5 

Information Technology Department 

6 

https://it.delhi.gov.in/ 

Cyber Security Guidelines for 
Smart City Infrastructure 

Policy Guidelines 
Comprehensive Cyber Security Audit 

Tittle 

Mahila Suraksha 
Safe & Trusted Internet 

Technical Guidelines on | SBOM | QBOM & CBOM 
|AIBOM| HBOM | Version 2.0 

15 Elemental Cyber Defense Controls For Micro, Emergency Response Team 
Small, and Medium Enterprises (MSMEs) 

Copy for information: 

This issues with the approval of Pr. Secretary (IT). 

2. The protection of Government Infrastructure from any Cyber Incident/Attack is a 
critical area of concern. Therefore, it is imperative that compliance of above 
referenced letters may be ensured and given TOP PRIORITY. 

3. The above-mentioned guidelines are also available on the IT Department, GNCTD 
website under the Cyber Security weblink: https://it.delhi.gov.in/it/cyber-security 
awareness. 

1. SO to Chief Secretary, GNCTD. 

5. Guard File. 

Indian 

4. Head of Department may kindly ensure that above instructions/guidelines are 
strictly complied with. 

2. PS to Pr. Secretary (IT), GNCTD. 

4. SIO, NIC, Delhi State Unit 

Date: 

3. PA to Special Secretary (IT), GNCTD. 

Issued by 

(CERT-In) 

Computer 

(K. Murugan) 
Chief Information Security Officer, Delhi 


